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From: Cameron, Hugh 
Sent: Wednesday, 1 February 2023 11:53 AM
To
Subject: RE: For Approval: Technology and Business Services Senate Estimates Back Pocket Briefs
[SEC=OFFICIAL]
 

Document 1

s 22(1)(a)(ii)

s 22(1)(a)(ii)
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Audit Reports Brief
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From: Cameron, Hugh 
Sent: Tuesday, 31 January 2023 9:18 PM
To
Subject: RE: For Approval: Technology and Business Services Senate Estimates Back Pocket Briefs
[SEC=OFFICIAL]
 

Document 1
s 22(1)(a)(ii)
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14 QoN 1079 – Hikvision or Dahua devices To be included in ANAO
Audit Reports Brief
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From: Cameron, Hugh 
Sent: Tuesday, 31 January 2023 3:00 PM
To:
Subject: RE: For Approval: Technology and Business Services Senate Estimates Back Pocket Briefs
[SEC=OFFICIAL]
 

Document 1

s 22(1)(a)(ii)

s 22(1)(a)(ii)



14 QoN 1079 – Hikvision or Dahua devices To be included in ANAO
Audit Reports Brief

 
 

From
Sent: Tuesday, 31 January 2023 2:37 PM
To: Cameron, Hugh <Hugh.Cameron@pmc.gov.au>

Subject: RE: For Approval: Technology and Business Services Senate Estimates Back Pocket Briefs
[SEC=OFFICIAL]
 

Document 1

s 22(1)(a)(ii)

s 22(1)(a)(ii)
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s 22(1)(a)(ii)



14 QoN 1079 – Hikvision or Dahua devices To be included in ANAO
Audit Reports Brief
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s 22(1)(a)(ii)



 

From: Cameron, Hugh <Hugh.Cameron@pmc.gov.au> 
Sent: Tuesday, 31 January 2023 2:26 PM
To:
Subject: RE: For Approval: Technology and Business Services Senate Estimates Back Pocket Briefs
[SEC=OFFICIAL]
 

Document 1

s 22(1)(a)(ii)

s 22(1)(a)(ii)



Audit Reports Brief

 
 

From: Cameron, Hugh 
Sent: Monday, 23 January 2023 1:03 PM
To
Cc
Subject: RE: For Approval: Technology and Business Services Senate Estimates Back Pocket Briefs
[SEC=OFFICIAL]
 

Document 1
s 22(1)(a)(ii)

s 22(1)(a)(ii)

s 22(1)(a)(ii)

s 22(1)(a)(ii)

s 22(1)(a)(ii)



14 QoN 1079 – Hikvision or Dahua devices To be included in ANAO
Audit Reports Brief

Document 1
s 22(1)(a)(ii)











PQoN Update
 

PQoN No. Title Responsible Division

1079 Hikvision or Dahua devices Technology and Business Services
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From
Sent: Tuesday, 20 September 2022 4:45 PM
To
Subject: L3 Tasks [SEC=OFFICIAL]
 

OFFICIAL
 

 
Here is a high level list of tasks that the Infrastructure team complete.
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Security

Anti-Malware

s 22(1)(a)(ii)

s 22(1)(a)(ii)

s 22(1)(a)(ii)



From:
To:
Cc:
Subject: RE: Microsoft 365 Defender has merged the incidents detected in your environment [SEC=OFFICIAL]
Date: Friday, 3 February 2023 11:15:01 AM
Attachments: image001.png

 Defender
treats ANY modification of the hosts file as malware.
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From: webservices@pmc.gov.au on behalf of Policy Hub
To: DeliveringGreatPolicy@pmc.gov.au
Subject: Website Contact form
Date: Friday, 3 February 2023 3:28:06 PM

Submitted on Fri, 02/03/2023 - 15:24

Submitted by: Anonymous

Submitted values are:

Your Name

Your Email

I would like to
Send a message to the Project team

Subject
Is there any malware policy

Message
Is there any malware policy?
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From:
To:
Subject: Virus/Malware Detected
Date: Monday, 6 February 2023 12:02:24 PM

Alert Message

Document 8

s 22(1)(a)(ii)



o   There are certain things to look out for that may identify malware installed
on an electronic device you have taken overseas. Greatly increased battery
drain, pop-up windows, mysterious applications, phantom-movement of
mouse or clicks on a touch screen, and unknown apps installed are all
potential indicators of malware on a device.
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